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Abstract 

The agriculture plays very important role as it helps to accomplish the need of food among people. The production in 

agriculture consequentially contributes to the economy of every country. The grain crops rice, wheat, maize, and 

legumes are suffering a lot due to some viral, bacterial, and fungal diseases. The pest and variety of diseases can 

bring a heavy loss to the global economy. The monitoring of crops health and identification of diseases at early days 

is very challenging and emerging task in agriculture. So, it is very important to prevent crops from fatal diseases in the 

early stage, but the manual process of disease discovery can lead to erroneous magnitude of pesticides. The trouble is 

figure out by automate discovery of diseases and supplication of relevant medication on time. It is very necessary to 

find out accurate disease to overcome heavy loss to economy. From the few decades, to detect disease correctly, the 

process of detection become automate using emerging technologies and techniques using computer vision, machine 

learning and image processing. This article presents the extensive literature on existing methodologies utilized for 

recognition and classification of leaves diseases. The studies addresses that there is still many limitations and 

challenges find in different phases in plant disease detection system. The presented research also highlights the pros and 

cons of different techniques that help out the researchers for contribution in future. 
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1. Introduction 

Agriculture address an active role as it is associated with production of essential crops. From some recent decades 

the research in the Agriculture sector allow to initiate effective approaches to increase the production with quality to 

meet the needs of economy [1] as the United Nations Food and Agriculture Organization (UN FAO) alarming report 

give the recommendation of increasing food supply up to 70% to meet the future requirements [2].   
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The field of agriculture builds giant contribution towards the GPD in Pakistan which show the developing progress in 

the country. The farmer’s uses grains to produce the major grain crops and legumes. These grain crops and legumes 

having rich source of nutrients, minerals, dietary fibers that directly related to the humans heath and prevent from 

health disorders. But due to pandemic situation like COVID-19 it cause the instability in the economy; in such 

situation food security becomes the important concern of the modern world to secure the future supply, as according to 

United Nations (UN) report the population of the world increase by 8 billion people in 2023 and 10 billion in 2050 

[3]. Due to some factors like non-identification and late detection of diseases can waste up to 40% of agriculture 

products [4]. The development of agriculture sector is very important for the prosperity of the nation. But the 

developing countries are facing a lot of trouble in agriculture due to the attack of different diseases on plants. The 

formers are not train and also not aware with the modern techniques used to cure plants. The strategy to prevent 

plant from diseases in the past is to uprooting the plant and the use of insects killer and pesticides. The formers were 

trained to detect and cure diseases in traditional manner that is not so efficient and the result is loss of crops that bring 

heavy loss to the formers as well as the economy.  

Applications of Biometrics 

For a higher level of security Biometric Identification Management Systems (BIMS) is being used. Belief, 

accessibility, reliability, and the pursuit for new technology and employ in their system for achievement of goals. 

Some common applications of biometrics are as follows. 

 Uses in banks for authentication purposes. 

 Used at airports for security. 

  Identification at the national level. 

  Used for law enforcement. 

  Attendance and time. 

  Embassies.  

  Surveillance.  

2. Biometrics 

Biometrics has been widely used for recognition by researchers. There is a wide variety of methods that can be 

utilized for authentication or recognition of a person. There is a range of widely used biometrics.  

3.1 Biometric categories 

The human recognition through automized method is based on the images obtained through the different sensors and 

fed to the biometric system. The comparison of the image is carried out with the image stored in the database by 

some algorithms and the recognition results are displayed. Biometric can be separated into two groups:   

(1) Biometric Based on the Biological Features 

(2) Biometric Based on the Behavioral Features 

 

3.1.1 Biometric based on the Biological Features 

Following methods are used to recognize a person through the biological features:  

3.1.1.1 Fingerprints 
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The fingerprint is the elevations and valleys pattern of a fingertip used for the verification and authentication of a 

person. This is a very popular method because the cost of this method is low, and this is a reliable method for the 

recognition of an individual. This method is a unique, durable, accurate, and famous biometrics technique [10]. The 

archaeological evidence is existing which verifies, that the old civilization of Chinese and Assyrians utilized 

fingerprint for the identification of a person from 7000 to 6000 BC [11]. The fingerprints methods can be categories 

as based on correlation, based on ridges features, and based on Minutiae [12]. The system that is used for fingerprint 

recognition is called Fingerprint biometric security systems (FPBSS). The FPBSS utilizes a template for the 

matching purpose. The main problem of FPBSS is template matching [13]. Most fingerprint system uses the method 

based on minutiae [12]. The pattern of minutiae is unique but many factors affect the system performance such as 

noise and distortion which occur while acquiring the image [14]. To overcome this problem a method based on the 

ridge of fingerprints is used. The ridge is the pattern on the tips of the finger and origination, frequency, shape, and 

texture of fingerprint are used to match the fingerprints. But there is a problem of low perception capacity [11].  

The method based on correlation uses two images overlaid of fingerprint and perform correlation for different 

alignments of pixels. The problem with this technique is non-linearity, misrepresentation, condition of skin and 

finger pressure, and alignment difference [15]. The ridges and valleys pattern can also be considered as oriented 

texture [12]. Jhat et al. [16] presented a system to address the problem of verification of fingerprint.  

 

 

Fig. 1. Biometric Categories 

3.1.1.2 Iris 

 

Iris plays an important part in the system based on biometrics. The pattern of the iris is complex enough and 

helps to distinguish an individual. The pattern of the iris of an individual is different from other same as a fingerprint 

that can be used for recognition of a person.  
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Figure 2: Iris Recognition System [21]. 

Wildes et al. [17] presented an iris-based system in which initially, a digest based on feature vector is developed, 

and later an identifier for biometrics is developed. A common device for the acquisition of iris image is used that is 

called iris analyzer. Iris scanner is also used for data acquisition. The iris analyzer acquires the iris image by 

minimizing the eyelashes. The features that originated from the iris are distinct as compare to fingerprint and face 

[18, 19]. This can be potential for individual recognition, but the problem increases as the complexity of the iris 

pattern increases [20]. The system for iris recognition is illustrated in Fig. 2.  

3.1.1.3 Retina 

The eye retina is a vital part of the human visual system, but it can also be used to identify a person because each 

person’s eye retina has a unique construction of vessels of blood [22]. This structure of a vessel can be used for the 

identification of a person [23]. This is the second suitable method for authentication after DNA and the error rate 

[24] is also minimal. This method is cost-effective because data can be obtained through a simple digital camera. 

3.1.1.4 Face Recognition 

The recognition of a person from the face is a famous method used for authentication [18, 25-42]. It is easy to get 

data of an individual for his/her facial features rather than putting a palm on the scanner or placing an eye in front of 

a retina scanner for a retina scan. This method is also used for investigation purposes [32, 39, 42-49]. The 

recognition through the face is used for various authentication purposes such as national ID card, live investigation, 

passport, and so forth. In the process of face recognition, pre-processing is carried out that includes the 

standardization[26, 39, 49-55], resizing of the image[35, 56], and identification [25, 32, 43, 44, 50, 55, 57]. The 

image is retrieved from the database and used for perceiving before the pre-processing. Many factors include which 

drastically affect the system performance such as variations of posture, poor quality of image, noise, and many 

more. The face recognition system is shown in Fig. 3. 

 
Fig. 3. Face Recognition System [58]. 
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3.1.1.3 Ear Biometrics 

Ear biometrics is the method used for the recognition of an individual from the physical features of the ear. The 

method is based on either 2D or 3D recorded image frames. The parameters that are used in the recognition process 

as shown in Figure 2  such as the geometrical shape, tips of the ear, universally used function for the image, locally 

used imaging function of the ear, and   3D models [59]. The ear can also be used for the recognition purpose because 

the ear of each person has unique characteristics and structure. The main advantage of ear recognition is that there is 

no effect of makeup on the image. Many researchers [60] are trying to find a permanent feature of the human ear 

that does not evolve with the passage of life. 

 

 
Figure 4: a Original Image b extracted Points for Recognition [3]. 

3.1.1.6 Fingernail 

There exist a skin under the plate of the nail which is called the nail bed [61]. This nail bed is unique for each 

individual and can be used for recognition [62]. The images of the nail bed are acquired by a special system. The 

groove of the nail bed is utilized for recognition purposes. The surface of the fingernail is also used for recognition 

purposes [63].  The nail of the finger has specific data that can also be used for the recognition of an individual [64]. 

This method can also be used for verification at banks and security purposes. It is a very safe method that can be 

used for authentication because no one can easily change the data. The femtosecond laser pulse is a device that is 

used to obtain data from the individual. This data is later stored on a database and later can be used for the 

authentication process. An object detector [65] was proposed by the author in and the previous work was extended 

in [66] and was used for the segmentation of the nail prints. 

2.1.1. 7 Footprint and Foot Dynamics 

Another biometric [67] method that can be used for authentication of an individual is prints taken from the foot. 

This method is sometimes not convenient because bare-footed images [68] are needed for the authentication process. 

The sample of both the feet and recorded images are initially normalized and after that compare with the registered 

images. Some information may be losing during the process of normalizing; therefore, the geometrical feature of 

feet is also considered. The footprints techniques can be categorized into three classes based on their input types 

such as (i) sequence of data based on the walking footprints (ii) sequence based on standing pair of footprints (iii) 

sequence based on standing single footprints. The sequence of the walking footprint of a person is extracted in [69, 

70] the method based on the walking sequence. The center of pressure is used in the Hidden Markov Models. Mate 

type sensors are used by authors in [71, 72] for extraction data. 
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3.1.1.8 Hand Geometry 

The hand geometry is the physical structure of the hand such as finger length and width, and the width of the 

palm. The main advantage of this method is simplicity and this method can also work in case of low resolution [73]. 

A detailed survey about hand geometry is given by  [73, 74]. 

Another brief survey on hand geometry is given by [75]. Hand features are based on plenty of geometrical 

features that can be used in the recognition system. The main advantage of hand geometry-based features is that they 

are less variant. The hand features include the shape, width, and length of the palm [76].  

A camera scanner is used to scan the geometry of hand in the hand shape biometric system. After that, the 

comparison is done between the captured hand geometry and the data stored in the database. The model of 

biological shape [77] and HCI tasks [78] based the gesture also utilizes the hand shape data. Handshape biometrics 

is easy to use because: 

(i) The data extraction is easy and convenient for the user and the sensors are also inexpensive [79-81]. 

(ii) The low resolution is required for the extraction of the data [75]. 

(iii) This method is more suitable for the public due to no illegal association [82].  

 

The types of biological biometrics and the features used in these methods are illustrated in Table 1. 

Table 1. Biological Biometrics and Features 

Biometrics Types of Features 

Fingerprints Valleys of Fingertip 

Iris Iris Scan 

Retina Blood Vessels 

Face Recognition Facial Features 

Ear Biometrics Physical Features of the Ear 

Fingernail Nail Bed Features 

Footprint and Foot 

Dynamics 

The sequence of Walking 

Footprints 

Hand Geometry 
The Physical Structure of the 
Hand 

 

In the fingerprint’s biometrics, the valleys of the fingers are used to extract the features. While in case of iris-

based biometrics, the iris scanning is used to compute the features.  Blood vessels are utilized for the recognition 

through retina biometrics. Facial features are used in case of face recognition method. Physical geometry of the ear 

is utilized for the ear-based biometrics. Features of nail bed are extracted for the recognition from fingernail. 

Walking footprints sequence is used for the recognition through footprints. While in case of hand geometry, the 

physical structure of the hand is used. 

3.2.2 Biometric based on the Behavioral Features 

Following methods are used to recognize a person from the behavioral attributes: 

3.2.2.1 Signature 

To recognize a person through the signature is based on the behavioral biometric attributes [83-86]. A method 

based on pixel matching is introduced in [87] and it is utilized for offline verification. The mining of selective 
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attributes is used for offline authentication [88]. This method is based on physical activity and two different methods 

dynamic and static ways are used for the examination purpose. In the static technique, a person's handwritten 

signature is converted to an image by using a scanner or digital camera. Then, the data is transformed into the 

textual form and is utilized for verification through different machine learning and image processing-based 

algorithms. This is also referring as the offline method of verification. The dynamic method is based on the data 

captured through smartphones, tablets, and PDAs. This method includes the signature taken from the finger or pen. 

Various characteristics are used to verify a person such as a shape, pressure, stroke, and captured direction. The 

dynamic method is more robust because it is impossible to reproduce. 

3.2.2.2 Voice 

Voice is considered a powerful tool for recognition [89]. A highly secured area is needed for the recognition of 

an individual from the voice and this speaker tool is used to identify a criminal. A minimal clause is required for the 

recognition. Speaker tool is also used to identify a person remotely through some sensitive telephone. This method 

can be implemented in the field of defense, call centers, forensic, and security purposes. Mel-frequency cepstral 

coefficients [90] method is based on speaker and recognition is done through voice. Another method is based on 

wavelet and is considered more robust and accurate [91]. Another reason to trust voice is the simplicity. In voice 

biometrics, a person must speak naturally such as he may be asked for a telephone number, his/her name, or repeat 

some phrases. The voice can be easily delivered and most of the devices have built-in microphones that are needed 

to identify a voice. 

3.2.2.3 Breath 

Breath is a method used to uniquely recognize a person. It is an anatomic system based on the respiratory system. 

It relies on the intrapulmonary stress that is managed by the vocal tract, trachea, muscles of the respiratory system, 

diaphragm, and lungs [92-94]. Breath is also considered a distinctive identification because it has a structure that 

varies and is based on inner microbes. This method can also be used for medical diagnoses such as drug diagnosis or 

doping diagnosis in an athlete. This method is also referred to as breath print. The sound of an individual is recorded 

by placing a microphone sensor closer to the noise. If the pattern remains constant, then it can be used for 

recognition. 

3.2.2.4 Lips Movements 

Centroid and rotation movement of lips is an important type of biometric that is used for individual verification. 

The attributes of dynamic distortion shape and static [95] lips attain a high recognition rate. Video frames are 

utilized for the computation of the attributes as shown in Figure. Initially, the face of the person is detected in the 

video frames. After that, the mouth location is identified that can be used for identification purposes. In [96] the 

author that the features information extracted from the movement of lips can be used for individual authentication 

and this can be the efficient and robust approach. It can be observed that there is specific information in the lips 

movement of the speaker that can be utilized for authentication or verification purposes [82, 97]. 

The architecture of the Lips movement biometric is illustrated in Figure 4. 

3.2.2.5 Recognition from Keystroke 

The pattern of the keystroke is also for the identification of a person. Each person has a unique typing pattern [4, 

85] that can be used for verification of an individual. The pattern of keyboard typing is used to monitor the different 

types of rhythms. The pauses between the keystroke and the duration of the keystroke can be used for authentication 

purposes. The regular string typing consistency ratio is high, and the error of the individual is unneglectable. The 
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architecture of the keystroke biometric is based on three parts: Data extraction attributes computation and mapping 

[8]. 

 

 

Figure 5: Lip Movement Biometrics [95] 

The main advantages of this approach are no need for any equipment, it is very simple and easy to convey, it is a 

practical approach, end-user training is not required. This approach also has some drawbacks such as fatigue, a 

variation of writing pattern, injury, and change in the equipment of the console.   

3.2.2.6 Gait Recognition 

Gait can be referred to as the walking pattern of an individual [98-101]. Gait can also be used for the recognition 

of a person [26, 102-108]. Plenty of evidence is available which verify that each person has a unique waling pattern 

and cannot be copied. Human Gait Recognition (HGR) can be used for many purposes such as security, defense, 

video surveillance, banks, and embassies. The main advantage of HGR is no need for the collaboration of the person 

because video can be captured from the CCTV cameras installed at different places. Various factors drastically 

affect the system performance such as view variation, clothes changes, carrying things, and shadow problems [98]. 

The gait techniques can be separated into two groups. The method is based on a model [109] and a method that is 

model-free [110]. In the model-based approach, the movement of the body is tracked from various fragments of the 

human body. This method is more informative but is computationally expensive. The model-free method is based on 

the appearance of a person. This approach directly works on the silhouette of the human body and this is not 

computationally expensive. The system architecture is demonstrated in Figure 5.  

 

Figure 6: HGR based Biometric System [111] 
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3.2.2.7 Hand Grip 

The holding capacity of the hand is referred to as a handgrip. The physical status of a person can be checked by 

the grasping ability. The handgrip can be used to judge health, age, dietary status, etc. The handgrip is based on age 

and the health of a person. The weight of the carrying things also affects the handgrip. Nutrition and diet experts 

also use the handgrip to check either patient is underfeeding or not [112]. Each person has their grasping pattern, but 

it can vary according to the health condition. Jamar electronic dynamometer can be used to measure the handgrip 

pattern of a person. Jamar dynamometer is a good option to be used for clinical purposes but it has the drawback of 

being unidirectional [113]. COTS are inexpensive and low-power sensors that are used for the detection of the 

firearm. Small sensors are utilized to measure the handgrip but it is challenging to be implemented on the whole 

firearm system [114]. The types of behavioral biometrics and the features used in these methods are illustrated in 

Table 2.  

Table 2: Behavioral Biometrics and Features 

Biometrics Types of Features 

Signature Pixel Matching  

Voice Clause of Voice 

Breath 
Vocal Tract, Trachea, Muscles of Respiratory System, Diaphragm and 

Lungs 

Lips Movement  Centroid and Rotation Movement of Lips 

Recognition from 

Keystroke 
Typing Pattern  

Gait Recognition Walking Pattern  

Hand Grip Grasping Pattern 

 

Pixel matching method is used for the recognition through signature. In case of voice recognition, the voice 

clause is utilized for the recognition process. The attributes of Vocal Tract, Trachea, Muscles of Respiratory System, 

Diaphragm and Lungs are used for the breath recognition method. In case of lips movement-based biometrics, 

Centroid and Rotation Movement of Lips is utilized for feature extraction purpose. The pattern of typing is used in 

the keystroke recognition method. The features based on the walking pattern are utilized for the gait recognition. 

while in case of hand grip biometrics, the hand grasping pattern is exploited.  

3. Conclusion 

Biometrics denotes a technique that is used for authentication of a person from his physiological or behavioral 

attributes. This method of authentication is becoming famous day by day. The qualities of each person are unique 

and can be used for authentication. Even the qualities of both twins are not the same. There are a variety of problems 

that need to be dealt with. Plenty of applications are based on biometrics. The scope of unimodal biometrics is 

limited and its problematic. So, this problem can be solved by using a multimodal system of biometrics. Thus, by 

combing different types of biometrics, the authentication can be more robust and accurate. 

References 

[1] Sharif, M., Khan, M. A., Akram, T., Javed, M. Y., Saba, T., & Rehman, A. (2017). A framework of human detection and action recognition 

based on uniform segmentation and combination of Euclidean distance and joint entropy-based features selection. EURASIP Journal on 

Image and Video Processing, 2017(1), 1-18. 



32 Asif Mehmood et al., Sparklinglight Transaction on Artificial Intelligence and Quantum Computing (STAIQC), 1(1), 23–35  

 

ISSN (Online):2583-0732 

[2] Akhtar, Z., Lee, J. W., Khan, M. A., Sharif, M., Khan, S. A., & Riaz, N. (2020). Optical character recognition (OCR) using partial least 

square (PLS) based feature reduction: An application to artificial intelligence for biometric identification. Journal of Enterprise Information 

Management. 

[3] Sharif, M., Raza, M., Shah, J. H., Yasmin, M., & Fernandes, S. L. (2019). An overview of biometrics methods. Handbook of Multimedia 

Information Security: Techniques and Applications, 15-35. 

[4] Raza, M., Iqbal, M., Sharif, M., & Haider, W. (2012). A survey of password attacks and comparative analysis on methods for secure 

authentication. World Applied Sciences Journal, 19(4), 439-444. 

[5] Murtaza, M., Sharif, M., Raza, M., & Khan, A. U. A Unified Model for Computer Threat Protection (UMCTP). 

[6] Jain, A. K., Ross, A., & Pankanti, S. (2006). Biometrics: a tool for information security. IEEE transactions on information forensics and 

security, 1(2), 125-143. 

[7] Fayyaz, M., Yasmin, M., Sharif, M., Shah, J. H., Raza, M., & Iqbal, T. (2020). Person re-identification with features-based clustering and 

deep features. Neural Computing and Applications, 32(14), 10519-10540. 

[8] Khan, M. W., Sharif, M., Yasmin, M., & Fernandes, S. L. (2016). A new approach of cup to disk ratio based glaucoma detection using fundus 

images. Journal of Integrated Design and Process Science, 20(1), 77-94. 

[9] Jain, A. K., Hong, L., Pankanti, S., & Bolle, R. (1997). An identity-authentication system using fingerprints. Proceedings of the IEEE, 85(9), 

1365-1388. 

[10]  Jain, A. K., Nandakumar, K., Lu, X., & Park, U. (2004, May). Integrating faces, fingerprints, and soft biometric traits for user recognition. 

In International Workshop on Biometric Authentication (pp. 259-269). Springer, Berlin, Heidelberg. 

[11]  Maltoni, D., Maio, D., Jain, A. K., & Prabhakar, S. (2009). Handbook of fingerprint recognition. Springer Science & Business Media. 

[12]  Jain, A., Ross, A., & Prabhakar, S. (2001, October). Fingerprint matching using minutiae and texture features. In Proceedings 2001 

International Conference on Image Processing (Cat. No. 01CH37205) (Vol. 3, pp. 282-285). IEEE. 

[13]  Manickam, A., Devarasan, E., Manogaran, G., Priyan, M. K., Varatharajan, R., Hsu, C. H., & Krishnamoorthi, R. (2019). Score level based 

latent fingerprint enhancement and matching using SIFT feature. Multimedia Tools and Applications, 78(3), 3065-3085. 

[14]  Chikkerur, S., Pankanti, S., Jea, A., Ratha, N., & Bolle, R. (2006, August). Fingerprint representation using localized texture features. 

In 18th International Conference on Pattern Recognition (ICPR'06) (Vol. 4, pp. 521-524). IEEE. 

[15]  Youssif, A. A., Chowdhury, M. U., Ray, S., & Nafaa, H. Y. (2007, July). Fingerprint recognition system using hybrid matching techniques. 

In 6th IEEE/ACIS International Conference on Computer and Information Science (ICIS 2007) (pp. 234-240). IEEE. 

[16]  Jhat, Z. A., Mir, A. H., & Rubab, S. (2009, June). Fingerprint Texture Feature for Discrimination and Personal Verification. In 2009 Third 

International Conference on Emerging Security Information, Systems and Technologies (pp. 230-236). IEEE. 

[17] Wildes, R. P. (1997). Iris recognition: an emerging biometric technology. Proceedings of the IEEE, 85(9), 1348-1363. 

[18] Sharif, M., Ali, M. A., Raza, M., & Mohsin, S. (2015). Face recognition using edge information and DCT. Sindh University Research 

Journal-SURJ (Science Series), 43(2). 

[19] Shah, J. H., Sharif, M., Raza, M., & Azeem, A. (2013). A Survey: Linear and Nonlinear PCA Based Face Recognition Techniques. Int. 

Arab J. Inf. Technol., 10(6), 536-545. 

[20] Ma, L., Tan, T., Wang, Y., & Zhang, D. (2004). Efficient iris recognition by characterizing key local variations. IEEE Transactions on 

Image processing, 13(6), 739-750. 

[21] Colores-Vargas, J. M., García-Vázquez, M., Ramírez-Acosta, A., Pérez-Meana, H., & Nakano-Miyatake, M. (2013, June). Video images 

fusion to improve iris recognition accuracy in unconstrained environments. In Mexican Conference on Pattern Recognition (pp. 114-125). 

Springer, Berlin, Heidelberg. 

[22] Barkhoda, W., Akhlaqian, F., Amiri, M. D., & Nouroozzadeh, M. S. (2011). Retina identification based on the pattern of blood vessels 

using fuzzy logic. EURASIP Journal on Advances in Signal Processing, 2011(1), 1-8. 

[23] Fatima Bokhari, S. T., Sharif, M., Yasmin, M., & Fernandes, S. L. (2018). Fundus image segmentation and feature extraction for the 

detection of glaucoma: A new approach. Current Medical Imaging, 14(1), 77-87. 

[24] Cofta, P., & Lacohée, H. (2008). Understanding Public Perceptions: Trust and engagement in ICT-mediated services. Intl. Engineering 

Consortiu. 

[25] Sharif, M., Naz, F., Yasmin, M., Shahid, M. A., & Rehman, A. (2017). Face Recognition: A Survey. Journal of Engineering Science & 

Technology Review, 10(2). 

[26] Hussain Shah, J., Sharif, M., Raza, M., Murtaza, M., & Ur-Rehman, S. (2015). Robust face recognition technique under varying 

illumination. Journal of applied research and technology, 13(1), 97-105. 

[27] Shah, J. H., Sharif, M., Raza, M., & Azeem, A. (2014). Face recognition across pose variation and the 3S problem. turkish journal of 

electrical engineering & computer sciences, 22(6), 1423-1436. 

[28] Aisha, A., Muhammad, S., Hussain, S. J., & Mudassar, R. (2014). Face recognition invariant to partial occlusions. KSII Transactions on 

Internet and Information Systems (TIIS), 8(7), 2496-2511. 

[29] Murtaza, M., Sharif, M., Raza, M., & Shah, J. (2014). Face recognition using adaptive margin fisher’s criterion and linear discriminant 

analysis. International Arab Journal of Information Technology, 11(2), 1-11. 

[30] Azeem, A., Sharif, M., Raza, M., & Murtaza, M. (2014). A survey: Face recognition techniques under partial occlusion. Int. Arab J. Inf. 

Technol., 11(1), 1-10. 



 Asif Mehmood et al.,  Sparklinglight Transactions on Artificial Intelligence and Quantum Computing (STAIQC), 1(1), 23–35           33 

 

ISSN (Online):2583-0732 

[31] Sharif, A., Sharif, M. I., Riaz, S., Shaheen, A., & Badini, M. K. (2014). Face Recognition: Holistic Approaches An Analytical 

Survey. Science International, 26(2). 

[32] Sharif, M., Mohsin, S., Javed, M. Y., & Ali, M. A. (2012). Single Image Face Recognition Using Laplacian of Gaussian and Discrete 

Cosine Transforms. Int. Arab J. Inf. Technol., 9(6), 562-570. 

[33] Sharif, M., Mohsin, S., Jamal, M. J., & Raza, M. (2010, July). Illumination normalization preprocessing for face recognition. In 2010 The 

2nd Conference on Environmental Science and Information Application Technology (Vol. 2, pp. 44-47). IEEE. 

[34] Shah, J. H., Sharif, M., Yasmin, M., & Fernandes, S. L. (2020). Facial expressions classification and false label reduction using LDA and 

threefold SVM. Pattern Recognition Letters, 139, 166-173. 

[35] Azeem, A., Sharif, M., Shah, J. H., & Raza, M. (2015). Hexagonal scale invariant feature transform (H-SIFT) for facial feature 

extraction. Journal of applied research and technology, 13(3), 402-408. 

[36] Sharif, M., Ayub, K., Sattar, D., & Raza, M. (2012). Real Time Face Detection. Sindh University Research Journal-SURJ (Science 

Series), 44(4). 

[37] Sharif, M., Mohsin, S., Hanan, R. A., Javed, M. Y., & Raza, M. (2011). 3d face recognition using horizontal and vertical marked 

strips. Sindh University Research Journal-SURJ (Science Series), 43(1 (a)). 

[38] Irum, I., Shahid, M. A., Sharif, M., & Raza, M. (2015). A Review of Image Denoising Methods. Journal of Engineering Science & 

Technology Review, 8(5). 

[39] Murtaza, M., Sharif, M., AbdullahYasmin, M., & Ahmad, T. (2019, January). Facial expression detection using six facial expressions 

hexagon (sfeh) model. In 2019 IEEE 9th annual computing and communication workshop and conference (CCWC) (pp. 0190-0195). IEEE. 

[40] Sharif, M., Mohsin, S., Jamal, M. J., Javed, M. Y., & Raza, M. (2011). Face recognition for disguised variations using gabor feature 

extraction. Australian Journal of Basic and Applied Sciences, 5(6), 1648-1656. 

[41] Sharif, M., Shah, J. H., Mohsin, S., & Raza, M. (2013). Subholistic hidden markov model for face recognition. Research Journal of Recent 

Sciences, 2277, 2502. 

[42] Sharif, M., Javed, M. Y., & Mohsin, S. (2012). Face recognition based on facial features. Research Journal of Applied Sciences, 

Engineering and Technology, 4(17), 2879-2886. 

[43] Sharif, M., Khalid, A., Raza, M., & Mohsin, S. (2012). Face detection and recognition through hexagonal image processing. Sindh 

University Research Journal-SURJ (Science Series), 44(4). 

[44] Sharif, M., Mohsin, S., & Javed, M. Y. (2012). A survey: face recognition techniques. Research Journal of Applied Sciences, Engineering 

and Technology, 4(23), 4979-4990. 

[45] Sharif, M., Anis, S., Raza, M., & Mohsin, S. (2012). Enhanced SVD Based Face Recognition. Journal of Applied Computer Science & 

Mathematics, (12). 

[46] Sharif, M., Ayub, M. K., Raza, M., & Mohsin, S. (2011). Data reductionality technique for face recognition. Proceedings of the Pakistan 

Academy of Sciences, 48(4), 229-234. 

[47] Sharif, M., Mohsin, S., & Javed, M. Y. (2011). Real time face detection using skin detection (Block Approach). Journal of Applied 

Computer Science & Mathematics, 10(5), 75-81. 

[48] Sharif, M., Mohsin, S., Hanan, R. A., Javed, M. Y., & Raza, M. (2011). Using nose heuristics for efficient face recognition. Sindh 

University Research Journal-SURJ (Science Series), 43(1 (a)). 

[49] Irum, I., Sharif, M., Raza, M., & Mohsin, S. (2015). A nonlinear hybrid filter for salt & pepper noise removal from color images. Journal of 

applied research and technology, 13(1), 79-85. 

[50] Sharif, M., Ayub, K., Sattar, D., Raza, M., & Mohsin, S. (2012). Enhanced and fast face recognition by hashing algorithm. Journal of 

applied research and technology, 10(4), 607-617. 

[51] Sharif, M., Irum, I., Yasmin, M., & Raza, M. (2017). Salt & Pepper Noise Removal from Digital Color Images Based on Mathematical 

Morphology and Fuzzy Decision. Nepal Journal of Science and Technology, 18(1), 1-7. 

[52] Irum, I., Sharif, M., Raza, M., & Yasmin, M. (2014). Salt and pepper noise removal filter for 8-bit images based on local and global 

occurrences of Grey levels as selection indicator. Nepal Journal of Science and Technology, 15(2), 123-132. 

[53] Irum, I., Sharif, M., Yasmin, M., Raza, M., & Azam, F. (2014). A noise adaptive approach to impulse noise detection and reduction. Nepal 

Journal of Science and Technology, 15(1), 67-76. 

[54] Sharif, M., Naqvi, S. Z. Z., Raza, M., & Haider, W. (2011). A new approach to compute convex hull. Innovative Systems Design and 

Engineering, 2(3), 186-192. 

[55] Irum, I., Shahid, M. A., Sharif, M., & Raza, M. (2015). A Review of Image Denoising Methods. Journal of Engineering Science & 

Technology Review, 8(5). 

[56] Irum, I., Shahid, M. A., Sharif, M., & Raza, M. (2015). A Review of Image Denoising Methods. Journal of Engineering Science & 

Technology Review, 8(5). 

[57] Murtaza, M., Sharif, M., Raza, M., & Shah, J. H. (2013). Analysis of face recognition under varying facial expression: a survey. Int. Arab J. 

Inf. Technol., 10(4), 378-388. 

[58] Li, B., Xi, T., Zhang, G., Feng, H., Han, J., Liu, J.,& Liu, W. (2021). Dynamic Class Queue for Large Scale Face Recognition In the Wild. 

In Proceedings of the IEEE/CVF Conference on Computer Vision and Pattern Recognition (pp. 3763-3772). 

[59] Chowdhury, D. P., Bakshi, S., Guo, G., & Sa, P. K. (2018). On applicability of tunable filter bank based feature for ear biometrics: a study 



34 Asif Mehmood et al., Sparklinglight Transaction on Artificial Intelligence and Quantum Computing (STAIQC), 1(1), 23–35  

 

ISSN (Online):2583-0732 

from constrained to unconstrained. Journal of medical systems, 42(1), 1-20. 

[60] Zhang, D., Lu, G., & Zhang, L. (2018). Online 3D Ear Recognition. In Advanced Biometrics (pp. 309-328). Springer, Cham. 

[61] Krstic, R. V. (1991). Human microscopic anatomy: an atlas for students of medicine and biology. Springer Science & Business Media. 

[62] Barbosa, I. B., Theoharis, T., Schellewald, C., & Athwal, C. (2013, October). Transient biometrics using finger nails. In 2013 IEEE Sixth 

International Conference on Biometrics: Theory, Applications and Systems (BTAS) (pp. 1-6). IEEE. 

[63] Kumar, A., Garg, S., & Hanmandlu, M. (2014). Biometric authentication using finger nail plates. Expert systems with applications, 41(2), 

373-386. 

[64] Boczek, M. (2017). U.S. Patent No. 9,613,200. Washington, DC: U.S. Patent and Trademark Office. 

[65] P. Viola, and M. Jones, "Rapid object detection using a boosted cascade of simple features." pp. I-I. 

[66] Lienhart, R., & Maydt, J. (2002, September). An extended set of haar-like features for rapid object detection. In Proceedings. international 

conference on image processing (Vol. 1, pp. I-I). IEEE. 

[67] Uhl, A., & Wild, P. (2008). Footprint-based biometric verification. Journal of Electronic Imaging, 17(1), 011016. 

[68] Wang, X., Wang, H., Cheng, Q., Nankabirwa, N. L., & Zhang, T. (2017, October). Single 2D pressure footprint based person identification. 

In 2017 IEEE International Joint Conference on Biometrics (IJCB) (pp. 413-419). IEEE. 

[69] Jung, J. W., Bien, Z., Lee, S. W., & Sato, T. (2003, September). Dynamic-footprint based person identification using mat-type pressure 

sensor. In Proceedings of the 25th Annual International Conference of the IEEE Engineering in Medicine and Biology Society (IEEE Cat. No. 

03CH37439) (Vol. 3, pp. 2937-2940). IEEE. 

[70] Jung, J. W., Bien, Z., & Sato, T. (2004). Person recognition method using sequential walking footprints via overlapped foot shape and 

center-of-pressure trajectory. IEICE Transactions on Fundamentals of Electronics, Communications and Computer Sciences, 87(6), 1393-

1400. 

[71] Takeda, T., Taniguchi, K., Asari, K., Kuramoto, K., Kobashi, S., & Hata, Y. (2010, September). Biometric personal identification by 

dinamics of sole pressure at walking. In 2010 world automation congress (pp. 1-6). IEEE. 

[72] Takeda, T., Taniguchi, K., Asari, K., Kuramoto, K., Kobashi, S., & Hata, Y. (2009, August). Biometric personal authentication by one step 

foot pressure distribution change by load distribution sensor. In 2009 IEEE International Conference on Fuzzy Systems (pp. 906-910). IEEE. 

[73] Golfarelli, M., Maio, D., & Malton, D. (1997). On the error-reject trade-off in biometric verification systems. IEEE Transactions on Pattern 

Analysis and Machine Intelligence, 19(7), 786-796. 

[74] Sanchez-Reillo, R. (2000, September). Hand geometry pattern recognition through gaussian mixture modelling. In Proceedings 15th 

International Conference on Pattern Recognition. ICPR-2000 (Vol. 2, pp. 937-940). IEEE. 

[75] Duta, N. (2009). A survey of biometric technology based on hand shape. Pattern recognition, 42(11), 2797-2806. 

[76] Ross, A., Jain, A., & Pankati, S. (1999, March). A prototype hand geometry-based verification system. In Proceedings of 2nd conference on 

audio and video based biometric person authentication (pp. 166-171). 

[77] Grenander, U., Chow, Y. S., & Keenan, D. M. (2012). Hands: A pattern theoretic study of biological shapes (Vol. 2). Springer Science & 

Business Media. 

[78] Wu, Y., & Huang, T. S. (2001). Hand modeling, analysis and recognition. IEEE Signal Processing Magazine, 18(3), 51-60. 

[79] Amayeh, G., Bebis, G., Erol, A., & Nicolescu, M. (2006, June). Peg-free hand shape verification using high order Zernike moments. 

In 2006 Conference on Computer Vision and Pattern Recognition Workshop (CVPRW'06) (pp. 40-40). IEEE. 

[80] Kumar, A., Wong, D. C., Shen, H. C., & Jain, A. K. (2006). Personal authentication using hand images. Pattern Recognition 

Letters, 27(13), 1478-1486. 

[81] Pavešić, N., Ribarić, S., & Ribarić, D. (2004). Personal authentication using hand-geometry and palmprint features–the state of the 

art. Hand, 11, 12. 

[82] Holmes, J. P., Maxwell, R. L., & Wright, L. J. (1990). A performance evaluation of biometric identification devices (No. SAND-90-0690C; 

CONF-9007106-5). Sandia National Labs., Albuquerque, NM (USA). 

[83] Nalwa, V. S. (1997). Automatic on-line signature verification. Proceedings of the IEEE, 85(2), 215-239. 

[84] Sharif, M., Khan, M. A., Faisal, M., Yasmin, M., & Fernandes, S. L. (2020). A framework for offline signature verification system: Best 

features selection approach. Pattern Recognition Letters, 139, 50-59. 

[85] Sharif, M., Faiz, T., & Raza, M. (2008, November). Time signatures-an implementation of keystroke and click patterns for practical and 

secure authentication. In 2008 Third International Conference on Digital Information Management (pp. 559-562). IEEE. 

[86] Batool, F. E., Attique, M., Sharif, M., Javed, K., Nazir, M., Abbasi, A. A., ... & Riaz, N. (2020). Offline signature verification system: a 

novel technique of fusion of GLCM and geometric features using SVM. Multimedia Tools and Applications, 1-20. 

[87] Bhattacharya, I., Ghosh, P., & Biswas, S. (2013). Offline signature verification using pixel matching technique. Procedia Technology, 10, 

970-977. 

[88] Neamah, K., Mohamad, D., Saba, T., & Rehman, A. (2014). Discriminative features mining for offline handwritten signature 

verification. 3D Research, 5(1), 1-6. 

[89] Khitrov, M. (2013). Talking passwords: voice biometrics for data access and security. Biometric Technology Today, 2013(2), 9-11. 

[90] Murty, K. S. R., & Yegnanarayana, B. (2005). Combining evidence from residual phase and MFCC features for speaker recognition. IEEE 

signal processing letters, 13(1), 52-55. 

[91] Almaadeed, N., Aggoun, A., & Amira, A. (2015). Speaker identification using multimodal neural networks and wavelet analysis. Iet 



 Asif Mehmood et al.,  Sparklinglight Transactions on Artificial Intelligence and Quantum Computing (STAIQC), 1(1), 23–35           35 

 

ISSN (Online):2583-0732 

Biometrics, 4(1), 18-28. 

[92] Lu, L., Liu, L., Hussain, M. J., & Liu, Y. (2017). I sense you by breath: Speaker recognition via breath biometrics. IEEE Transactions on 

Dependable and Secure Computing, 17(2), 306-319. 

[93] Zordan, V. B., Celly, B., Chiu, B., & DiLorenzo, P. C. (2006). Breathe easy: Model and control of human respiration for computer 

animation. Graphical models, 68(2), 113-132. 

[94] Korenbaum, V. I. (1999). Features of acoustic processes in human respiratory system. Technical Note, Institute of Physics and Information 

Technologies, Far Eastern State University, Vladivostok, Russia. 

[95] Stewart, D., Pass, A., & Zhang, J. (2013). Gender classification via lips: static and dynamic features. IET biometrics, 2(1), 28-34. 

[96] Petajan, E. D. (1984). Automatic lipreading to enhance speech recognition (speech reading) (Doctoral dissertation, University of Illinois at 

Urbana-Champaign). 

[97] Grother, P., & Phillips, P. J. (2004, June). Models of large population recognition performance. In Proceedings of the 2004 IEEE Computer 

Society Conference on Computer Vision and Pattern Recognition, 2004. CVPR 2004. (Vol. 2, pp. II-II). IEEE. 

[98] Grother, P., & Phillips, P. J. (2004, June). Models of large population recognition performance. In Proceedings of the 2004 IEEE Computer 

Society Conference on Computer Vision and Pattern Recognition, 2004. CVPR 2004. (Vol. 2, pp. II-II). IEEE. 

[99] Fayyaz, M., Yasmin, M., Sharif, M., & Raza, M. (2021). J-LDFR: joint low-level and deep neural network feature representations for 

pedestrian gender classification. Neural Computing and Applications, 33, 361-391. 

[100] Afza, F., Khan, M. A., Sharif, M., Kadry, S., Manogaran, G., Saba, T., ... & Damaševičius, R. (2021). A framework of human action 

recognition using length control features fusion and weighted entropy-variances based feature selection. Image and Vision Computing, 106, 

104090. 

[101] Arshad, H., Khan, M. A., Sharif, M., Yasmin, M., & Javed, M. Y. (2019). Multi-level features fusion and selection for human gait 

recognition: an optimized framework of Bayesian model and binomial distribution. International Journal of Machine Learning and 

Cybernetics, 10(12), 3601-3618. 

[102] Khan, M. H., Li, F., Farid, M. S., & Grzegorzek, M. (2017, May). Gait recognition using motion trajectory analysis. In International 

conference on computer recognition systems (pp. 73-82). Springer, Cham. 

[103]  Khan, M. H., Li, F., Farid, M. S., & Grzegorzek, M. (2017, May). Gait recognition using motion trajectory analysis. In International 

conference on computer recognition systems (pp. 73-82). Springer, Cham 

[104]  Afza, F., Khan, M. A., Sharif, M., Kadry, S., Manogaran, G., Saba, T., ... & Damaševičius, R. (2021). A framework of human action 

recognition using length control features fusion and weighted entropy-variances based feature selection. Image and Vision Computing, 106, 

104090. 

[105]  Khan, M. A., Akram, T., Sharif, M., Muhammad, N., Javed, M. Y., & Naqvi, S. R. (2019). Improved strategy for human action 

recognition; experiencing a cascaded design. IET Image Processing, 14(5), 818-829. 

[106]  Siddiqui, S., Khan, M. A., Bashir, K., Sharif, M., Azam, F., & Javed, M. Y. (2018). Human action recognition: a construction of codebook 

by discriminative features selection approach. International Journal of Applied Pattern Recognition, 5(3), 206-228. 

[107]  Sharif, M., Khan, M. A., Zahid, F., Shah, J. H., & Akram, T. (2020). Human action recognition: a framework of statistical weighted 

segmentation and rank correlation-based selection. Pattern analysis and applications, 23(1), 281-294. 

[108]  Khan, M. A., Sharif, M., Akram, T., Raza, M., Saba, T., & Rehman, A. (2020). Hand-crafted and deep convolutional neural network 

features fusion and selection strategy: an application to intelligent human action recognition. Applied Soft Computing, 87, 105986. 

[109]  Tafazzoli, F., & Safabakhsh, R. (2010). Model-based human gait recognition using leg and arm movements. Engineering applications of 

artificial intelligence, 23(8), 1237-1246. 

[110]  Shirke, S., Pawar, S. S., & Shah, K. (2014, April). Literature review: Model free human gait recognition. In 2014 Fourth international 

conference on communication systems and network technologies (pp. 891-895). IEEE. 

[111]  Amin, R., Gaber, T., ElTaweel, G., & Hassanien, A. E. (2014). Biometric and traditional mobile authentication techniques: Overviews and 

open issues. In Bio-inspiring cyber security and cloud services: trends and innovations (pp. 423-446). Springer, Berlin, Heidelberg. 

[112]  Byrnes, A., Mudge, A., Young, A., Banks, M., & Bauer, J. (2018). Use of hand grip strength in nutrition risk screening of older patients 

admitted to general surgical wards. Nutrition & Dietetics, 75(5), 520-526. 

[113]  Wichelhaus, A., Harms, C., Neumann, J., Ziegler, S., Kundt, G., Prommersberger, K. J., ... & Mühldorfer-Fodor, M. (2018). Parameters 

influencing hand grip strength measured with the manugraphy system. BMC musculoskeletal disorders, 19(1), 1-10. 

[114]  Islam, M. S., Ali, M., Zubaer, K. H., Sarmin, S., Islam, M. T., Islam, B., ... & Sadri, A. M. (2017, January). Trusted Worrier: A low-cost 

and high-accuracy user authentication system for firearm exploiting dynamic hand pressure biometrics. In 2017 International Conference on 

Networking, Systems and Security (NSysS) (pp. 87-95). IEEE. 

 

*********** 


